
 

Cyber security statement 

Queer Pitch Communications is carrying out a cyber security assessment and will have 

Cyber Essentials accreditation by 31 January 2020. 

National Cyber Security Centre recommendations 

In the meantime, we have already, or are in the process of, implementing the five 

recommendations of the National Cyber Security Centre.  

1. Firewall for internet connection. 

2. Secure settings. 

3. Controlled access to data and services. 

4. Protection from malware and viruses.  

5. Updated devices and software. 

Status of implementation 

1. Firewall for internet connection 

• Firewall: Windows Defender (in place). 

• Increased firewall protection (in progress). 

 

2. Secure Settings 

• Increased security for settings (in progress). 

• Passwords (in place). 

• Extra security: two-factor authentication (in progress). 

 

3. Controlled access to data and services. 

• Administrative accounts (in progress). 

• Access to software (in place). 

 

4. Protection from malware and viruses 

• Anti-malware measures (in place. Increased protection in progress). 

• Whitelisting (in progress). 

• Sandboxing (in progress). 

 

5. Updated devices and software 

• Regular manufacturer updates or ‘patching’ (continuous) 

• Monitoring of updates (in progress). 
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